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The first step I would take in determining if the person that is logging in is an actual user and not some fake is to first look at the user ID, see if that matches the school data base, next see the login in and log out times. As you can see the user from Singapore only logged in for 6 minutes, short login intervals are usually slightly questionable. They were running multiple software in that short amount of time, so that’s questioning as well in such a short time. We can further dig deeper in the user history and see the patterns they use and if the total usage is the same every time or just a one-time incident. We must make sure the user is not using an VPN, so matching the actual IP to the location of where the IP is indicated from is crucial to matchup as well. It must match to the same region. If everything adds up or if it doesn’t reaching out to the user to question about the software is crucial. Next, I would see if there were any security breaches in the school data base. These are all the immediate first steps I would take. If all checks okay, then all is good.